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I-24/7 NETWORK

Core function #1: Secure global police communications services
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• High-security global police 
network

• Gateway to INTERPOL 
databases

• Access to crucial data in 
seconds, any minute of any day

• Platform for sharing criminal 
information between law 
enforcement entities

• Controlled access
• Trained personnel
• Adapted to police needs

I-24/7 – CONNECTING POLICE, 
SECURING THE WORLD

Core function #1: Secure global police communications services
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Core function #1: Secure global police communications services

EXTENSION OF I-24/7 NETWORK
BEYOND NCB



Nominal
SLTD - Stolen and 
lost
travel documents

DNA

Notices and diffusions

Fingerprints

SMV - Stolen motor
vehicles

ICAID - Child 
abuse
images

WOA - Stolen 
works of art

INTERPOL databases

OPERATIONAL DATABASES AND DATA 
SERVICES FOR POLICE

Core function #2: Operational data services and databases for police
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Core function #3: Operational police support services

INTERPOL’S 
OPERATIONAL SERVICES

Command and 
Co-ordination Center
(CCC) Crisis and Major

Events Unit
(C&ME)

Criminal 
Analysis
(CAS)



42 IRTs

30 IMESTs

DEPLOYMENTS SINCE 2002

5 ILMs
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- CAN 2008, Accra – GHANA. (January - February)
- OCI 2008, Dakar – SENEGAL. (March)
- UNCTAD Summit, Accra – GHANA. (April)
- 5th UELAC Summit, Lima - PERU. (May)
- UEFA EURO 2008, AUSTRIA & SWITZERLAND. (June)
- 2008 Olympic Games, Beijing – CHINA. (August)
- Presidential investiture, Asunción – PARAGUAY.(August)
- 2008 Ibero-American summit - SALVADOR (October)
- APEC Summit, Lima – PERU. (November)

IMEST DEPLOYMENTS IN 2008



UEFA EURO 2008

- Action Plan.
- Framework agreement 

and joint declaration.
- Threat Assessment 

and Pick pocketing 
Study.

- Training of Austrian 
Police Officers.

Actions taken & 
support provided :

IMEST deployed in Austria & Switzerland from 
June 1st – to June 30th 2008.



2008 OLYMPIC GAMES

Actions taken & 
support provided :

IMEST deployed from July 28th to August 
25th 2008

• Action Plan.
• INTERPOL Batch Search 

Web Service, IBSWS.
• Threat Assessment and 

Pick pocketing Study.
• Training of Chinese 

Police Officers.
• Assistance on 

information of LO’s  
deployment.



2008 OLYMPIC GAMES
- International Policing 

Liaison Center

• 247 policing liaison officers and security 
observers from 70 countries 

• 110 intelligence security officers from 55 
countries

• 11 liaison officers from INTERPOL, IOC and 
UNICRI.



Caribbean 
Experience
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ORANGE NOTICES



ORANGE NOTICES



FIELD SUPPORT - PREPARATIONS

C&ME Unit = General Coordination

• Technical 
assessment.

• All I-24/7 
services.

• Access 
rights and 
compliance.

• Training.
• Expansions 

beyond 
NCB.

• Technical site 
survey.

• Loan of 
equipment.

• Deployment 
of network 
analyst.

• Installation 
and training.

• Regional 
and national 
support.

• SRB staff 
deployed as 
IMEST 
members.

• Training.
• Regional 

and national 
liaison .

• Threat and 
risk 
assessments.

• Specific 
analysis.

• Criminal 
analytical 
support.

• Training.

IS I-24/7 RBM-NCB CAS



• Equipment for deployments

1- Specifically Configured Laptops:

Virtual Private Network 
Secure mail service (AGORA and I-24/7)
ICIS-Light
Cyber-token
Plassdata software

2- Telecommunications equipment

IRIDIUM telephone : Worldwide coverage
Modem Satellites : Thuraya, Inmarsat, for data transmission
Blackberry, Encrypted Mobiles, Printers

3. Training
Training prior to deployments on specific equipment and 
applications such as E-ASF2 and I-BATCH

IS-NETWORK OPERATION AND USERS SUPPORT



• Technical Assessment
• All I-24/7 services
• Access right and 

compliance
• Expansions beyond NCB
• Training in the field

I-24/7



INTERPOL’S CRIMINAL ANALYSIS

• Threat and risk assessments: terrorism, 
public disorder (protests and hooliganism), 
and organized crime

• Assist member countries with analysis 
during event (on location) or after incident

• Provide situational/travel threat 
assessment to IPSG teams



FUSION TASK FORCE  PROJECT DEPLOYMENT

Project Kalkan

Project Middle East

Project Pacific
Project Baobab

Project Amazon

Project Europe180 Fusion Contact Officers



Nominal recorded in IPSG Database
linked to Terrorism
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Internet    Manual
TERRORISM TREND

Bomb-making 
Manual visitor             

location
Feasibility study



BIOTERRORISM
BioTerrorism  Prevention Program
- Police Training
- BioC – Bio-Criminalization
- Bio Incident Pre-Planning Guide



The focal point for INTERPOL operations responses 
and the communications hub of the General 

Secretariat

COMMAND & COORDINATION CENTER

CCC Operations Room



FIELD SUPPORT - OPERATIONS

Analytical
UnitL.E.A.

IMEST Liaisons 
Officers

I-24/7 Road Border Point I-24/7 Airport I-24/7 Seaport

Member 
countries

IPSG Operations Room



Background
In 2006 UN General assembly adopted a global counter Terrorism Strategy 

which reaffirms the international community’s resolve to strengthen the global 
response to terrorism 

In return INTERPOL’s General assembly in 2007 adopted the creation of 
Vulnerable Target Referral Centre in Interpol Headquarters in partnership with 
UN entities . 

The Role of VTRC
Through the VTRC INTERPOL will act as an intermediary ,facilitating the 
exchange of information in the area of Vulnerable Target protection .

The main objective is to identify the responsible units and relevant experts in 
countries where protection of Vulnerable Targets are implemented this is 
crucial in exchanging or expertise and best practices amongst countries .

Ongoing Activities
1. VULNERABLE TARGETS 

REFERRAL CENTRE



3. DANGEROUS & DISRUPTIVE 
PERSONS
- DDP -

• Common interest in the creation of a 
DDP Database

• This Database will  support all member 
countries hosting a major events with 
information on Dangerous and 
Disruptive Persons.



E-mail: c&me@interpol.int
Telephone: +33 4 72 44 71 87
Fax:           +33 4 72 44 76 22

C&ME
CONTACT DETAILS

THANK YOU FOR YOUR 
ATTENTION

mailto:c&me@interpol.int�
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